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DATA PROTECTION NOTICE 
The University of Piraeus, based at Karaoli & Demetriou 80 18534 in Piraeus (hereinafter referred to 

as "UNIPI"), in its capacity as Data Controller, collects and further processes your personal data, only 

if absolutely necessary, for explicit and legitimate purposes, based on Regulation (EU) 2016/679 of 

Law 4624/2019 as in force. 

1. Personal data we process in the context of the MSc "Financial Technology / FinTech" 

Categories of 
personal data 

Purpose Legal basis 
Retention 

period 
Recipients 

Identification data 
(e.g. Full name, 
signature) 

Enrollment in 
the MSc 

Article 6 (1) (1) 
b' GDPR. 

20 years 

1. Processors:  

• IT support service 
providers 

• hosting service 
providers, 

• cloud providers 
2. Financial 
Institutions 
3. Hellenic Ministry of 
Education 
4. Lawyers, Bailiffs in 
case there is a legal 
dispute. 

Communication 
data [e.g. email 
address, mobile 
phone number etc] 

Necessary 
supporting 
documents for 
enrollment in the 
MSc (e.g. supporting 
documents, 
Declarations etc.) 

Data concerning the 
applicant's history 
(e.g. degrees, work 
experience, 
certifications, etc.) 

Identification Data 
(e.g. name, 
username) 

Conducting 
courses 

Communicationdata 
(e.g. email) 

Image and video 
data  

Not recorded 

 

Transfer of Personal Data outside the EEA. 

In principle, UNIPI does not transfer your personal data to third countries and/or International 
Organizations. In case of transfer of your personal data to a country outside the European 
Economic Area (EEA) or an International Organization, UNIPI previously certifies that one of the 
legal bases of article 6 of the Regulation is complied with and cumulatively to: 

(a)The EU Commission has issued a relevant adequacy decision for the third country to which the 
transfer will take place (Article 45 GDPR) or 

b) To comply with appropriate safeguards in accordance with the GDPR for the transfer of such 
data (Article 46 GDPR) or 

c) For occasional processing, one of the exceptions provided for in Article 49 of the GDPR must 
exist (e.g. the explicit consent of the user and information about the risks involved in the transfer, 
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the transfer is necessary for the performance of a contract at the request of the subject, there are 
reasons of public interest, it is necessary to support legal claims and vital interests of the data 
subject, etc.).  

Rights of Data Subjects 
UNIPI ensures that it is able to respond promptly to the requests of the subjects for the exercise of 
their rights in accordance with the Existing Legislation.  

Specificaly, every data subject shall have the following rights: 

Access Correction 

Deletion Limitation 
 

You may address any of the above rights to the dpo@unipi.grand UNIPIshall respond promptly [in 
any case within thirty (30) days from the submission of the request], informing you in writing of the 
progress of its satisfaction. 

For any complaint regarding this information note or personal data protection issues, if we do not 
satisfy your request, you may contact the Personal Data Protection Authority, www.dpa.gr.  

mailto:dpo@unipi.gr

